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Software runs the world—from healthcare to critical infrastructure, it’s the backbone of modern life, fueling productivity and innovation. But with every line of code, we expand the attack surface for malicious actors, creating vulnerabilities that threaten our digital foundation.

Enter AI: a double-edged sword in this battle. Unlike humans, AI systems learn without the constraints of norms or values, devising novel attacks—like model poisoning or evasion—that we’d never imagine. This isn’t just a technical challenge; it’s a paradigm shift. In our rush for data-driven AI and machine learning, we’ve overlooked a critical truth: we’re still the ones feeding these machines. What emerges—whether through mistake, ignorance, or malice—reflects what we enable.

As an industry, we’re obsessed with gathering more data, but we’ve neglected the processes to ensure it’s the right data, collected and used responsibly. Quality, trusted data is the lifeblood of AI systems, yet bad, distorted, or incomplete data can amplify false positives, erode trust, and open doors for attackers to exploit AI vulnerabilities. We’re not at a point where machines can match human nuance in detecting threats, which means the people behind the data—our analysts, our teams—must be protected and empowered.

Software runs the world but expands attack surfaces. AI’s unconstrained learning creates novel threats, amplified by flawed data. This keynote will explore how offensive and adversarial AI research can turn the tide. By harnessing AI to simulate attacks (like those validated by AEV) and exploit its own weaknesses, we can stay ahead of adversaries—whether they’re nation-states or lone actors.
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**Humberto Mendoza**
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